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PERSPECTIVE OF ENHANCED PUBLIC – PRIVATE PARTNERSHIP 

IN THE IMPLEMENTATION OF SECURITY MEASURES

By Mr. Hoang Van Dung

Vice President 

Vietnam Chamber of Commerce and Industry

Numerous terrorist acts in our world today unified us all in the fight against it, especially after September 11 event. Securities professionals from both government and private sector have been cooperating, exchanging information and sharing experience. However, an effective public private partnership does not exist yet. Many would agree that even some primitive forms of cooperation between government and private sectors have been established, they should be strengthened.

Vietnamese businesses are now actively participating in the process of regional and international integration. Given current changes in world business environment, sustainable business development requires, among other factors, more productive public private partnership in the field of security measures.

Rising demand and declining budgets are major drivers for the development of public-private partnership. PPP is widely considered in various areas: Environment, Public works management, E-government, Social services, Transportation, etc.

While security measures need to be perfected, they should not slow down the development of trade and investment. Many of the opinion that we need to emphasize voluntary public private partnership and market-driven solutions over regulation-heavy approach. It is businesses’ general desire for a public-private partnership where information is shared both ways and there is a better understanding of the private sector on the part of the government. It is also desirable that the government understands the interrelationship among branches of the economy and industries. Government should also work out regulations and guidelines to make sure standards developed by different agencies are not conflicting with one another across industries and branches.

Development and implementation of new security measures, especially in the context of changing business environment and increasing threat of terrorist acts, is becoming more and more important. Many businesses, especially in so-called critical infrastructure industries, such as oil and gas or chemical sectors, took initiative into their own hand by conducting vulnerability assessments to identify potential terrorist targets. 

Some businesses may go even further by not only improving their current security, but also by considering safer alternatives to their current methods of manufacturing, storing and distributing of hazardous materials. This idea of increased security measures can be expanded from up-stream down to ensure overall security level throughout whole supply chain. Businesses along supply chain may consider developing and implementing industry-specific security standards that can be applied to all stages in the chain, from raw materials supply, processing, manufacturing, to distribution and services.

On information exchange and interaction between public and private sectors we have to note that some progress has been made, particularly with regard to protecting the public infrastructure and in the design and construction industry. Both sides shall further improve in sharing joint resources, coordinating in planning and testing emergency response and risk mitigation programs, and exchanging more detailed threat information.

Businesses are urged to actively participate in the policy development process. Besides improved image of the corporation that cares for public security, and thus higher social responsibility, businesses can also benefit from increased securities without transferring the burden onto customers, given proper support from government. Overall, government regulations increased security awareness and education of employees by encouraging people to concentrate more willingly on security efforts and cooperate with security agencies, thus lessening internal resistance and reducing bills on security training and education. 

For the enhancement of public-private partnership in security measures, there are issues to be focused on:

· Absence of standard and practices to bridge government and private sector players. Governments may have applied new standards for smart cards and biometrics, including new set of security standards for the aviation industry, port procedures and physical security standards addressing anti-terrorism and force protection. However, in other areas, security measures are not compatible with emerging standards.

· Government and private sector develop own security standards, but efforts are independent and sometimes are not compatible or coordinated.

· Private sector is willing to advance the security industry, however, there is little back-up by government. For example, terrorism threats may raise the bar of security on enhanced screening, improved operational awareness, re-training of staff. Given the example of government sector, where large sums may have been spent on increased level of security, customers may require similar level of security from private sector. Additional financial burden for increased security without governmental support might be impossible to bear for some private businesses. Also, some private firms, while significantly increasing security expenditure, do not realize desired operational improvements.

· Government financial aid is very much needed to help lessen financial burden, especially in low-margin industries or non-profit business, where part of the security-related cost can not be passed on to end-users. Government shall also play more active role in heavily-regulated areas, such as electricity supply and distribution, where in some economies price of electricity is fixed by government.

· Businesses sometimes have difficulties in drawing the line between normal cost of doing business and additional financial burden by security measures.

· In some industries, security standards exist partially only. E.g. standards may be developed and applied in architectural security, while absent in operational security, such as security guard services, security procedures, policies and operational plans.

· Though it is understood that the government can not reveal all of intelligence to a degree the businesses may want, private sector will be more willing to comply with security regulations if they get more information about nature of the threat to which government asks them to respond, e.g. if the threat comes from a credible source, possible timeframe, any other indications possible.

· So far, there has been little input from public sector into private sector’s development and implementation of security technology, policy and procedures.

Developed economies shall share resources and expertise with developing ones for mutual benefit and growth. More unified and coordinated security standards throughout the economies shall benefit all businesses by reducing overall cost of compliance to security standards throughout the world. As the security industry continues to develop and evolve, there shall be better partnership between public and private sectors. Success of PPP in some developed economies shall be good example to others, and shall be duplicated for overall raising of standards elsewhere. When success is repeated, a true public-private partnership can truly be beneficial to all stakeholders.

