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PHILIPPINES: 

Economy Policy and Regulatory Update (TEL42)
This report provides updates on the report of the Philippines presented in APECTEL 40 and highlights the policy and regulatory initiatives and programs recently and continuingly undertaken by the Philippines to promote the use of information and communication technology (ICT) for national development.

I. ICT POLICIES AND REGULATIONS

1.1 DIGITAL INFRASTRUCTURE 


The nationwide digital infrastructure continued to expand and registered increases in the number of subscribers, as of end December 2009, as follows:




   2008

   2009

Fixed Telephone Service:
 3,744,947
  3,850,000 

Cellular Mobile 

Communications Service:
 68,101,809
 77,043,460 

Broadband Service:
 1,141,990
  3,600,000 

1.2 ENHANCING COMPETITION IN THE TELECOMMUNICATIONS SECTOR

RULES PROMULGATED FROM JUNE 2009 TO JUNE 2010:
STANDARD FOR DIGITAL TERRESTRIAL TELEVISION (DTT) BROADCAST SERVICES

Introduction of digital technology in the broadcasting service will ensure the 

competitiveness of the broadcast industry and afford them the opportunity to provide 

enhanced services to better serve the viewing public.

Adopting specific standard for the delivery of digital terrestrial television (DTT) services will facilitate the entry of digital broadcast services in the country and for the protection of the consuming public.

AMENDMENTS TO THE RULES ON BROADCAST TEXT MESSAGING 

SERVICE 

Prohibited push messages. Subscribers shall not receive any invitation to subscribe 

through text messaging service.  

Ensures that subscribers received only the services they have willingly subscribed to. 

RULES ON THE VALIDITY/EXPIRATION OF PREPAID LOADS

The validity or expiration of prepaid loads have been extended three (3) times longer than the existing validity/expiration prior to the promulgation of the Rules.

RULES ON THE IMPLEMENTAITON OF SIX (6) SECONDS PER PULSE IN BILLING MOBILE VOICE TRAFFIC

The duration of one pulse was reduced from one (1) minute to six (6) seconds with flag-down of 12 seconds or two (2) pulses. The flag-down rate is used to recover cost of call set-up.

PROPOSED RULES (Undergoing Public Consultations and Hearings)

ADDITIONAL RULES ON VOICE over IP

Reduce access charges for VoIP calls originating from or terminating to the fixed and 

mobile telephone networks

Reduce retail prices of VoIP service

RULES ON INTERCONNECTION CHARGES FOR SMS AND MOBILE VOICE SERVICES

Enhance competition in the mobile telecommunications market

Reduce retail prices of SMS and mobile voice service

II. CYBERSECURITY

2.2 CYBERSECURITY AND DEVELOPMENT

CYBERSECURITY CAPABILITY BUILDING AND CYBER CRIME BILL FORMULATION

The National Cybersecurity Coordination Office (NCSO) created under the Commission on Information and Communications Technology (CICT) held several capacity building measures under the National Cybersecurity Coordination Framework and Implementation Plan (NCCFIP) of the Inter-agency Committee on Cybersecurity. One of this activity is the holding of “The Manilacon 2009: service@risk”, which is the 8th Annual Philippine IT Security Conference. The rate of increase in threats and attacks in our Cyberworld is increasing faster than our ability to protect our ever-growing IT systems and networks in the country. This event in collaboration with the government agencies and the world’s top IT security companies to share their experience and expertise in the field of Information Systems security. This conference and exhibit is organized by the Information Systems Security Society of the Philippines (ISSSP), in cooperation with the Commission on Information and Communications Technology (CICT) and the National Security Council (NSC) towards the development and implementation of a National Cyber Security Strategy. This aims to ensure the integration of public and private efforts to counter threats and to institutionalize the protection of national and local cyber infrastructures and businesses. This cover topics ranging from Malware as a Major Hindrance in Customer Service Delivery, Transmission Security: The Pathway to 24 X 7 Operations – Borderware, Transmission Security Model – Borderware, and Ensuring the Security of 2010 Philippine Elections.

III.
CYBERSERVICES
Building the Philippines as a Global Leader in IT-BPO services in the area of business development, government continues to focus on niche markets where our country has a competitive advantage.  Efforts are being undertaken to move up the value chain, five priority ICT services sectors: customer contact center, medical transcription, business process outsourcing, animation and software development.  Meantime, local capability on wireless application development, content development, digital content development and creation, e-commerce applications and animation, and game development shall be promoted as new niches in the global ICT services market.  Additionally, factors such as business costs, location, progressive government economic policies, reasonably equitable tax incentives and packages, and simplified investment procedures and processes, which have attracted foreign investors from around the globe to locate in the Philippines, shall be enforced in collaboration with government and industry. Established special economic zones and industrial parks in key areas all over the country shall also be aggressively marketed as potential locations for new ICT investments.  

Through the successful initiatives instituted in developing a world-class cyberservices cluster, known as the Philippine Cyber Corridor (PCC), ICT and ICT-enabled services pump-prime Philippine businesses, generating services/jobs in the five priority ICT services sector.  Jobs Created from ICT-related services had a total revenue of 7.2 Billion USD (as of end 2009) and a Workforce of 442,000 employed (as of end 2009) in operation sites located in various parts of the country.

III.
ICT FOR DEVELOPMENT

3.1 THE PHILIPPINE CYBER CORRIDOR 

The Philippine Cyber Corridor is an ICT channel capable of supporting 

broadband communication, fiber optic backbone and digital network, to provide 

numerous cyberservice providers that supply expert services in various fields of 

ICT, otherwise known as the Business Process Outsourcing-Information 

Technology (BPO-IT) industry. Today, the country is widely recognized around the 

world as the top alternative destination for BPO services next to India. The industry, 

which now includes call centers, back office operations, software development, medical 

and legal transcription, engineering design, animation and game development, has 

grown to a USD7.2 billion industry employing a total of 442,164 workers as of 2009. 

As the world emerges from the global recession, the industry is expected to grow an 

additional 26% in 2010 to USD9.1 billion of revenues and 557,127 workers.

As the Philippine IT-BPO industry has grown tremendously over the past ten years, it 

has also become the recipient of numerous awards and distinctions from a variety of 

media and industry sources. In 2009, the Philippines was named “Offshoring 

Destination of the Year” by the National Outsourcing Association of the United 

Kingdom. It was the second time the Philippines received this distinction in three years, 

having received the award in 2007. International Data Corporation ranked Manila 

number three in its list of Top 10 Outsourcing Cities in Asia Pacific, next only to the 

two Indian cities of Bangalore and New Delhi. Tholons/Global Services ranked Cebu 

City number one its list of Top 50 Emerging Outsourcing Cities. Finally, KPMG

included Davao City and Iloilo City in its list of 31 New Emerging IT-BPO 

Destinations.

The agency offered investment incentives in order to attract IT-BPO investments in the 

Philippines and make us competitive with other IT-BPO destinations such as India. 

Services like call centers, back office process, medical transcription, software 

development, games development, engineering services, and animation benefited from 

the available trainings and scholarships offered by the agency. This scholarship program 

went a long way to ensuring the continuous supply of talent to the rapidly growing 

IT-BPO industry.

3.2 COMMUNITY E-CENTER PROGRAM

The Community e-Center Program aims to harmonize various efforts from the different sectors in the Philippines such as agriculture, local government, health and education into one integrated delivery mechanism to enable local government units to deliver services more efficiently, while providing their respective constituents with access to the Internet & other ICTs. 

The Philippine Community eCenter Network PhilCeCNet recently became a full-fledged legal entity registered under the Securities and Exchange Commission (SEC), notwithstanding its being a chartered organization with a present membership of 411 participants  to include partners and stakeholders in the Philippine CeC Program.  

The National Competency Standards for CeC Knowledge Workers (NCS- CeC KW) is also an important document which was approved and adopted by the the Philippine Community eCenter Academy (tPCA) last December 2008, and which indicates the skill sets needed by a CeC manager relative CeC operations particularly in the areas of planning, leading, administration, networking, technical capability and soft skills.  

Another milestone endeavor for the program would be the tPCA Charter which was formulated during the conduct of the Charter Development Workshop held last June 4-6, 2008 and was further ratified during the conduct of the tPCA Partners’ Meeting. It would also be noted that the conduct of the tPCA Curriculum Development Workshop was held last December 2008 after the NCS-CEC was finally adopted, to sufficiently anchor the tPCA curriculum to the guideposts on the varying job role descriptions indicated in the NCS-CEC.

The pilot run for the series of tPCA Foundation courses was recently completed last August 28, 2009 at the National Technical and Vocational Education and Training (TVET) Trainer's Academy (NTTA) in Marikina City, Metro Manila. A total of four courses were piloted to 103 participants composing of Community eCenter (CeC) managers coming from various telecenter initiatives (from the period June to August 2009).

3.3 DEVELOPMENT OF A NATIONAL ICT IN BASIC EDUCATION PROGRAM

-  iSchools Project

One of the most important ICT initiatives is ensuring all public high schools in the 

country have broadband Internet access, so that high school students will be exposed 

to computers and Internet by the time they go to college or seek employment. This 

was a big task, given the number of public high schools in the country (6,650) and the 

archipelagic geography of the Philippines that limit the availability of Internet access. 

Through the combined efforts of the CICT and the Department of Education (DepEd), 

5,410 public high schools have computer laboratories and 3,820 public high schools 

have Internet access to date. The government is committed to connecting all public 

high schools to the Internet by the end of 2010.

The CICT’s response to the directive is the iSchools project, which provides computer 

laboratories with Internet access to public high schools. In addition to computer hardware and Internet connectivity, the CICT also provides training programs in ICT Literary, Laboratory Management and Sustainability Planning that differentiate the CICT’s programs with that of DepEd’s. To date, the CICT has delivered 680 computer laboratories to public high schools, 487 of which have Internet connectivity. The CICT is in the process of connecting the 193 unconnected schools through satellite broadband Internet and delivering another 320 computer laboratories before the end of 2010. The iSchools project was a recipient of the Digital Inclusion Award at the FutureGov Government Technology Awards 2009 and Philippine Government ICT Awards for the Digital Inclusion Category.

Another education-related project of the CICT is the eSkwela project, which provides a 

computerized learning environment for out-of-school youths by digitizing the content of 

the DepEd’s Bureau of Alternative Learning System. The establishment of four pilot 

locations in Quezon City; San Jose Del Monte City, Bulacan; Cebu and Davao was 

funded by the APEC Education Foundation. In addition, the CICT has collaborated with 

other stakeholders in the establishment of an additional eighteen sites, where the CICT 

provides the content and training and the partner provides the computer laboratory, and 

targets to set up at least 320 more new sites before the end of 2010. In the October 2008 

Accreditation and Equivalency (A&E) Test given by the DepEd, the average passing 

rate for eSkwela sites was 65.12%, while the national average was at 22.94%. The 

eSkwela project was a recipient of a Certificate of Commendation at the UNESCO ICT 

in Education Innovation Awards 2007-2008.

3.4 E-GOVERNMENT

ICT for Government

Even before the creation of the CICT in 2004, the government had already recognized the importance of ICT in improving government service by making it more efficient, transparent and accountable. That is why the E-Government Fund was created and why E-Government was made one of the main thrusts of the CICT when it was created in 2004.

The E-Government Fund was created in 2002 by the Information Technology and ECommerce Council (ITECC) as a source of funding for government ICT projects that will be prioritized by the ITECC. One of the priority plans indicated in the ITECC Strategic Roadmap was the establishment of a Fund that will help actualize high-impact and mission-critical ICT projects that are in consonance with the Government Information Systems Plan (GISP) and the e-government directions and strategies of government. An important rationale for the creation of the E-Government Fund was the need to provide separate funding for ICT projects which were cross-agency in nature.

When the CICT was created in 2004 and took over the functions of the ITECC, the management of the E-Government Fund was transferred to the CICT. Since its inception, the E-Government Fund supported the development of 57 projects from 51 agencies totaling PHP6.4 billion. Noteworthy projects funded by the E-Government Fund include the E-Government Portal, Bureau of Customs e-Customs Project, Bureau of Internal Revenue Integrated Computerization Project, Department of Budget and Management Government e-Procurement System, Development Academy of the Philippines K-Agrinet Program, National Computer Center e-LGU Project, and TESDA e-TESDA Project, just to name a few.

3.5 ICT RESEARCH

President Gloria M. Arroyo created the Presidential Coordinating Council on Research and Development (PCCRD) through Executive Order No. 604 in 2007.  Among the primary tasks of PCCRD is to review and build a consensus on national research and development priorities to which government R&D budget allocation would be directed, and to institute measures to improve the monitoring and evaluation of results of government-funded R&D and the performance of government R&D institutions. The drafting of a National Research and Development Priorities Plan (NRDPP), including the. Information and Communications Technology (ICT) sector, would be undertaken in collaboration with pertinent government agencies.  The National Research and Development Priorities Plan (NRDPP) is expected to be completed by the end of 2009.

The timeframe for setting R&D priorities would cover six years, medium-term from 2010 to 2016, with the provision that said R&D priorities would be subjected to mid-term review, i.e. in 2013. 

3.6 EXECUTIVE ORDER ON THE TRANSITION TO IPv6

The Executive Order directed all government agencies to purchase only equipment and devices that are IPv6 ready. The EO created a technical working group composed by representatives fro the government and the private sector to oversee the transition to IPv6.  
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